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1.0 INTRODUCTION
The Minuteman (MM) Minimum Essential Emergency Communications Network (MEECN) Program (MMP) Milstar terminals and Higher Authority Communications/Rapid Message Processing Element (HAC/RMPE) must be upgraded to meet U.S. strategic nuclear Intercontinental Ballistic Missile (ICBM) force survivable communication objectives to support the addition of communications via the Advanced Extremely High Frequency (AEHF) satellite communication systems.  The MMP Upgrade is defined as the upgrade to both the Extremely High Frequency (EHF) terminal and HAC/RMPE, both of which are fielded systems. 
The MMP Upgrade will provide an improved terminal operator control function, continue to be backward compatible with current EHF low data rate (LDR) communications, add an extended  data rate (XDR) AEHF communications capability and address other system improvements in accordance with the MMP Upgrade Capability Development Document (CDD), Technical Requirement Document (TRD), MMP Upgrade Unified INFOSEC Criteria (UIC), MMP Upgrade Telecommunications Security Requirements Document (TSRD) , and MMP-EHF and MMP-Very Low Frequency (VLF) System Segment Specification.  
2.0 SCOPE OF WORK

The scope of the MMP Upgrade work includes designing, developing, testing, producing, fielding, and sustaining a system that meets the MMP Upgrade requirements defined in the MMP Upgrade TRD, UIC, and TSRD, without degrading the existing system performance as defined in the MMP-EHF and MMP-VLF Systems Segment Specifications. The scope of work also includes all activities necessary to support all Government certifications and accreditations.  Integration and deployment planning will comply with the 526 ICBM Systems Wing and the ICBM Prime Integration Contractor (IPIC) processes   Successful integration and deployment of ICBM Weapon System modifications requires close coordination and involvement of the IPIC and the 526th ICBM Systems Wing.  The term Government in this Statement of Work (SOW) includes the IPIC, MITRE, and other Government support contractors.
The MMP Upgrade work tasks include:
a)
Maximizing the use of a well defined, modular, flexible, evolvable, and open architecture which can be modified or extended to allow technology and capability upgrades in the future.
b)
Provide MMP Upgrade terminals with operator control improvements that can be deployed prior to the availability of the XDR-capable AEHF satellites with high confidence that the deployed MMP Upgrade hardware will operate both in AEHF Backward Compatible (BC)-LDR and XDR modes. 
c)
Design the MMP Upgrade such that life cycle costs and the use of or access to proprietary or vendor-specific software or hardware products/components (excluding Commercial Off-the-Shelf (COTS)) are minimized.
d)
Develop all necessary documentation and drawings to facilitate weapon system integration, fielding and sustainment during the terminal life cycle.
e)
Design the MMP Upgrade in accordance with all security and certification requirements and provide all required information and documentation to facilitate successful completion of all Government certification activities.
f)
Produce and deliver “A” and “B” kits for installation into Minuteman Launch Control Centers as replacement for the current Milstar terminals.
g)
Produce and deliver “A” and “B” kit spares in sufficient quantities to support the fielded system over the planned life of the system.

h)
Provide Interim Contractor Logistic Support for all delivered “A” and “B” kits. 
2.3 Applicable Documents
The contractor shall ensure requirements in this SOW are accomplished in accordance with the following applicable documents.  Requirements written in these documents have full force and effect as if their text were written in this contract. 
In the event there are conflicts between two or more referenced documents, the Contractor shall provide a written evaluation, along with specific backup data to the Procuring Contracting Officer (PCO) within ten (10) workdays after knowledge of the conflict but no later than 120 days after contract award.  Resolution of the conflict will be provided by the PCO.
	MMP Upgrade TRD

DATE
	Technical Requirements Document for Minuteman (MM) Minimum Essential Emergency Communications Network (MEECN) Program (MMP) Upgrade 

	MMP Upgrade TSRD 
May 2007
	Telecommunications Security Requirements Document (TSRD) for MMP Upgrade

	MMP Upgrade UIC 12/18/2006
	Unified INFOSEC Criteria (UIC) for MMP Upgrade Rev. 2


2.2  Reference Documents

The following documents are for guidance only.  
	MMP Upgrade CDD

22 Dec 06
	Capability Development Document for the Minuteman (MM) Minimum Essential Emergency Communications Network (MEECN) Program (MMP) Upgrade for ICBM Launch Control Centers

	17 Jul 03

SCN3
	MMP-EHF and MMP-Very Low Frequency (VLF) System Segment Specifications

	ANSI/EIA 632-1999
	Processes for Engineering a System

	ISO/IEC 15288-2002
	Systems Engineering – System Life Cycle Processes

	IEEE 12207.0-1996
IEEE 12207.1-1997

IEEE 12207.2-1997
	Standard for Information Technology – Software Life Cycle Processes

	IEEE 1220-2005
	IEEE Standard for Application and Management of the Systems Engineering Process

	CMMI V1.1 

Mar 02
	CMMI for Systems Engineering, Software Engineering, Integrated Product and Process Development, and Supplier Sourcing (CMMI-SE/SE/IPPD/SS) V1.1

	CMMI V1.2

Aug 06
	CMMI for Development V1.2

	AFPD 63-12

1 Mar 00
	Assurance of Operational Safety, Suitability, and Effectiveness

	ESCI 63-1201

Apr 05
	Assurance of Operational Safety, Suitability, and Effectiveness

	AFI 63-1201

1 Mar 00
	Assurance of Operational Safety, Suitability, and Effectiveness

	CJCSI 5119.01B

19 Jul 04
	Charter for the Centralized Direction, Management, Operation, and Technical Support of the Nuclear Command, Control, and Communications System

	NSTISSP #11
	National Information Assurance Acquisition Policy

	DoD 8510.bb 
	Defense Information Assurance Certification and Accreditation Process

	DoD D 8500.1
	Information Assurance 

	DoD I 8500.2
6 Feb 03
	Information Assurance (IA) Implementation; Attachment 1, Enclosure 4 (E4.A1) and Attachment 4, Enclosure 4 (E4A4)

	IPIC Process E201
	IPIC Weapon System Risk Management Process

	IPIC Process E213, Revision 000

10 Nov 05
	Waiver/Deviation Acceptance Process

	IPIC Process E232, Revision 002

13 Jun 05
	Minuteman Weapon System Class 1/Class 2 Change Process

	IPIC Process E236,

Revision 002

10 Nov 05
	System Integration Process



	IPIC Process E500, Revision 006

1 Jun 06
	Configuration Management Plan

	IPIC Process D501, Rev 005

1 Aug 06
	Minuteman Weapon System Parts, Materials, and Processes Requirements 

	S-133-05737M 
4 April 2007
	HAC/RMPE System Segment Specification

	AFI 32-7080

12 May 94
	Air Force Pollution Prevention Program

	May 2005
	DoD Technology Readiness Assessment (TRA) Deskbook


3.0 MMP Upgrade SYSTEM DESIGN & DEVELOPMENT (sdd) Work:
The contractor shall perform and manage the SDD work described in this section to design, develop, test, and document the MMP Upgrade system containing LDR/XDR waveform capabilities, LDR/XDR capable H/W, HAC/RMPE modifications, and Improved Terminal Operator Control.  This section also describes the work required to provide five (5) production representative MMP Upgrade and HAC/RMPE modification kits for use in development tests, Minuteman Weapon System integration, and operational testing with on-orbit satellite constellations. 
3.3 Weapon System and Operational Test articleS
The Contractor shall build, test, and deliver five (5) production representative MMP Upgrade units (A & B Modification Kits) for use in development, weapon system integration, and operational testing.  

3.4 PROGRAM MANAGEMENT
The contractor shall manage and execute the SDD program to design, develop, test, integrate, and produce a MMP Upgrade system that satisfies user performance, functional, and technical requirements and is certifiable.  The contractor shall provide in-depth Government visibility into the program status, including visibility for all major subcontractors.  The Contractor shall implement an Integrated Product Team (IPT) organizational structure that includes the Government team and executes processes for coordination and conflict resolution among these groups and subgroups within the IPT structure.
3.4.1 Contract Performance Management Information System 
The Contractor shall develop and maintain a Contract Performance Management Information System for program management as well as system design, development, test, integration, production, certification, fielding, and support activities and events.  Within 30 days after contract award, the Contractor shall develop and implement an Integrated Digital Environment (IDE) that provides the entire MMP Upgrade team (contractor and Government) with real-time remote electronic access to all unclassified (including proprietary) and For Official Use Only (FOUO) programmatic and technical information used to design, develop, test, produce, integrate, document, and manage the MMP Upgrade.  The Contractor shall maintain this environment for the life of the contract and shall allow access to all Government organizations identified by the Government contracting officer or program manager.  The Contractor shall work with the Government to exchange classified information in the most expeditious manner possible.  The Contractor shall maintain and deliver a Data Accession List (DAL) of all data generated on the MMP Upgrade program except Contract Data Requirements List (CDRL) items and the Government shall have reproduction rights to any items on the DAL.  (CDRL B005 (DAL))
3.4.2 Risk and Opportunity Management Program (ROMP)

The Contractor shall implement a comprehensive and continuous Risk and Opportunity Management Program (ROMP) to identify technical and programmatic risks and opportunities related to the design, development, testing, certification, integration, production, fielding and operational system testing of the MMP Upgrade.  The ROMP shall be integrated into the Program Management and Systems Engineering processes.  The ROMP shall include all risks, risk mitigation strategies, impact assessments, and trigger points that identify when in time the decision to implement a mitigation strategy or alternative approach must be made to avoid adverse impacts to the program. The ROMP shall also include all the steps necessary to manage the risks.  All risks, mitigation strategies, risk reduction activities, and trigger points accounting for all mitigation steps and activities required shall be mapped to the Contract Work Breakdown Structure (CWBS), Integrated Master Schedule (IMS), and the Integrated Master Plan (IMP). ROMP monitoring and management metrics shall be included in the metrics program and metrics report.  All opportunities shall be mapped to the CWBS, IMS, and IMP.  The contractor shall participate in the Weapon System Risk Management Process. The Contractor shall provide a Risk and Opportunity Management Report (ROMR) that includes all risks, the current status and history of all risks, mitigation strategies, and trigger points for mitigation activities as well as linkage to the CWBS, IMS, and IMP.  The ROMR shall be available in real time on the IDE.
3.4.3 Integrated Master Plan (IMP)

The Contractor shall develop, implement, manage, update, and maintain an IMP.  The IMP shall be an event-based plan used throughout the contract to manage the day-to-day execution of the MMP Upgrade program, periodically assess progress, and determine success in meeting program requirements, including all event and milestone entrance and exit criteria.  The IMP shall include narratives that document the total work effort and provide insight into how the offeror will plan and execute the total contracted work effort including any priced options.  The IMP shall describe all events and plans for execution of the program including for any associated contractor and subcontractor activities.  The IMP shall include directly or by reference to other contract plans, the following (CDRL B073 (IMP):

a) A stakeholder plan that fully describes all organizations involved in the MMP Upgrade program as well as their roles and responsibilities including all certification organizations and authorities as well as the IPIC and 526th ICBM Systems Wing.

b) A communications plan that describes all formal and informal methods of communications with all internal and external stakeholders as well as within and across the IPTs.

c) A staffing plan that identifies the specific staffing needs for the program in all categories of engineering, program management, and support as well as the staffing profile that illustrates when the staffing positions must be filled, the clearance levels required for the positions, the approach to ensure that these positions are appropriately filled with qualified staff in time and in order to support all MMP Upgrade program requirements and schedules, and the tracking of planned versus actual staffing profiles.  Staffing updates and status shall be provided on the IDE and shall be reported at all Program Management Reviews (PMRs) as well as all key events and milestones. 
d) A metrics program that defines all metrics, measures, and indicators collected on this program as well as a description of the insights these metrics will provide,  frequency of collection, and how they will be used to manage the program, products, and processes.  The metrics plan also shows how the metrics are traced to the key events and milestones defined in the IMP as well as to the Earned Value Measurement System (EVMS).   

e) Identification of all key events and milestones including accomplishments, entrance, and exit criteria needed to successfully complete each event and milestone.  The narrative for each event and milestone describes the total work effort and tasks necessary to complete the events and milestones as well as the program maturity marked by the initiation and conclusion of these key events and milestones and the significance of the accomplishments in executing the contract.  Key events for the MMP Upgrade program, with specific entrance and exit criteria, are listed in paragraph 5.0 of this SOW.  

3.4.4 Integrated Master Schedule (IMS)
The Contractor shall develop, implement, manage, update, and maintain an IMS.  The IMS shall include detailed tasks and timing of the work effort described in the IMP and CWBS, including schedule for events, tasks, and products from all planning artifacts, and be used as the primary tracking tool for technical and schedule status.  The IMS shall include all peer reviews for hardware, software, or firmware and highlight all planned independent reviews of designs or products.  Each CWBS item shall be directly linked to an IMS entry with appropriate sub-details.  The IMS shall be used as a day-to-day execution tool and to periodically assess progress in meeting program requirements.  The IMS shall be updated to reflect changes in the IMP and changes in the Contractor’s detailed execution activities or schedules.  The IMS shall include the activities of the prime Contractor and all major subcontractors.  All Contractor schedule information delivered to the Government shall originate from the reported IMS.  The Contractor shall perform continuous analyses of the IMS tasks and immediately report potential or existing problem areas and recommend corrective actions to eliminate or reduce schedule impact.  The IMS shall contain activities at the lowest level of tasks managed on the program.  Any activity or schedule management tool or instruments used below the level of the IMS to manage any work activity shall be identified to the Government in the IMP, including a description of their content and use.   (CDRL B004 (IMS)) 

3.4.5 Contract Work Breakdown Structure (CWBS)
The Contractor shall extend the CWBS to the lowest level of tasks managed on the program and provide Government visibility into the CWBS at this level.    The contractor shall use the CWBS as the primary framework for contract planning and budgeting as well as reporting of cost, schedule, technical performance, and risk status to the Government.  The IMP and IMS shall have all planning and scheduling information at a level consistent with the CWBS.

3.4.6 Budget Status
The contractor shall track funds obligated and spent under this contract, forecast billings to the Government, and maintain an estimated budget requirement over the life of this contract. (CDRL B048 (CFSR))
3.5 SYSTEMs ENGINEERING

The Contractor shall design, develop, and produce an integrated MMP Upgrade system to satisfy user performance requirements as described in the MMP Upgrade CDD, TRD, UIC, TSRD, and MMP-EHF and MMP-VLF Systems Segment Specifications and Include compatibility with the Minuteman Weapon System HAC/RMPE element.   The Contractor shall design the MMP Upgrade terminal to interface with the legacy MMP-VLF Terminal and provide updates to existing MMP-VLF specifications and Minuteman Weapon System interface control documents.  The Contractor shall provide a terminal design and development approach such that only software upgrades are required for full XDR communication capability in the future.  

3.5.1 Systems Engineering Processes
System Engineering for the MMP Upgrade program shall include all aspects of architecture development and documentation including assurance of an open, flexible, expandable/scalable, and loosely coupled architecture; internal and external interfaces maximizing the use of industry established interface standards; requirements development, analysis, decomposition, allocation, trade-off analysis, documentation, and management; functional analysis and allocation; software engineering; hardware engineering; high assurance systems and systems security engineering; COTS or , Government off the shelf (GOTS) product selection; system design and analysis; defect detection, prevention, containment, and tracking; resource planning and  allocation; configuration management; technical risk management; integration; logistics engineering; test engineering; producibility engineering; manufacturing process proofing (line proofing); training; supportability; and fielding.  The systems engineering approach shall leverage COTS, GOTS, non-developmental items (NDI) and best commercial practices.  The systems engineering processes, activities, and metrics shall be described in detail in the Systems Engineering Master Plan (SEMP), including references to any other Contractor plans as well as applicable ICBM Weapon System Processes.  (CDRL B007 (SEMP))

3.5.2 OSS&E
The Contractor shall conduct the SDD effort in accordance with Air Force Operational Safety, Suitability, and Effectiveness (OSS&E) requirements by establishing and implementing an OSS&E program/process, baselining the characteristics of the MMP Upgrade products and end items and reporting all deviations or degradations in baselined characteristics over the program lifecycle, in accordance with AFPD 63-12 and ESCI 63-1201.  

3.5.2.1 Process Performance 

The contractor shall perform robust systems engineering using disciplined, established contractor and tailored industry processes based on ANSI/EIA 632,IEEE 1220, IEEE/EIA 12207, and ISO/IEC 15288, as well as best practices tailored and adapted for all development and modifications activities included under this SOW.  The Contractor shall execute all systems engineering and related program management processes as tailored for the MMP Upgrade program consistent with Capability Maturity Model Integrated V1.1 Level 3 at the program level with a goal of executing consistent with Level 5.  Appropriate schedule events and milestones specifically for the MMP Upgrade program to achieve CMMI Level 3 process execution goals and/or Level 5 goals shall be included in the IMP and IMS.  The contractor shall include plans and schedules for transition of the MMP Upgrade program to CMMI V1.2 in the IMP and IMS.  The Contractor shall support up to three Government-conducted process appraisals (based on Standard CMMI Assessment Method for Process Improvement (SCAMPI) method B) over the life of the MMP Upgrade contract. 

3.5.2.2 Engineering Documentation

The Contractor shall develop and deliver the system specification, configuration item specifications, design specifications, code (includes firmware – VHDL or similar), architecture products, results of analyses, models and simulations, design disclosure drawings, and other engineering data necessary to completely document the MMP Upgrade design consistant with IPIC E500 process and with data deliveries as delineated in the Section 7 CDRL.
3.5.2.3 System Safety

The contractor shall prepare a System Safety Plan, perform all analyses necessary to identify and eliminate the potential for hazardous conditions, and generate Safety Assessment Report, Safety Compliance Analysis Report, Safety Hazard Analysis Report and Hazard list using MIL-STD-882D as a guide.  Apply safety precautions, warnings, cautions, and notes to all engineering design, procurement, manufacturing, inspection, test, and support documentation.  (CDRL B064, B065)
3.5.2.4 Metrics and Indicators

The Contractor shall establish a metrics program that includes a metrics plan in the IMP (see paragraph 3.2.3(d)) as well as a metrics report that provides current and historical information (e.g., trends) for all metrics.  Specific technical metrics may be detailed and tracked in the SEMP, SDP, HDP, or FDP with appropriate references from the overall metrics plan in the IMP.  The metrics report shall be available in real time on the IDE and reviewed at all Program Management Reviews, Key Events, IPT meetings, technical interchange meetings, or as requested by the Government.  In addition to program management and program execution metrics, the metrics program shall include identification of specific Technical Performance Measures (TPMs), Software Development Metrics, Technical Performance Indicators (TPIs), and leading indicators defined and used to track and manage technical progress and maturity of the product on the MMP Upgrade program.  The TPMs and TPIs shall be identified on the IMS in terms of the time frames (e.g., software builds) in which the values will be demonstrated or measured.  The TPIs shall be developed at the lowest possible levels of the product design including Configuration Item (CI), Computer Software Configuration Item (CSCI), Computer Software Component (CSC), or Application Program Interface (API) levels and traced to system and allocated requirements.  These TPIs shall be used to measure or demonstrate specific product or component progress and maturity as the design and development evolves.  TPIs shall be analyzed as part of task completion events to determine if all planned functions and requirements were achieved.  In addition, the TPIs shall be linked to the EVMS where appropriate gap analyses shall be conducted to evaluate cost, schedule, and technical performance variances and develop mitigation strategies.  All TPMs, Software Development Metrics, and TPIs shall be used to track development progress and shall be collected at weekly intervals and / or during scheduled internal builds – whichever occurs more often. (CDRL 005 (DAL), B007 (SEMP), B073 (IMP), B030 (SDP), B035 (HDP), B036 (FDP))
3.5.2.5 Configuration Management

The contractor shall implement a configuration management process and control system that establishes and maintains configuration control of all architectures, designs, CIs, CSCIs, code (software and firmware), and documentation for the MMP Upgrade program and the Minuteman ICBM Weapon System changes consistent with IPIC E500.  Class I Changes to MMP Upgrade baseline after FCA/PCA require Government approvals at the 653 ELSG CCB, IPIC Engineering Change Board (ECB), and 526 ICBM Systems Wing CCB.  Any changes within the information security boundary also require NSA CCB approval.  Changes to the Minuteman Weapon System baseline (includes the legacy MMP and HAC/RMPE) require Government approvals at the IPIC Engineering Change Board (ECB), and 526 ICBM Systems Wing CCB.  The contractor shall flow down these requirements and processes to all subcontractors (including interdivisional activities) and shall document this process in a Configuration Management Plan.  (CDRL B018, B019, B020, & B032)
3.5.2.6 Reliability 

The Contractor shall perform Reliability analyses in accordance with the guidance contained in MIL-STD-785 and AIAA/ANSI R-013-1992. (CDRL B046)
3.5.2.7 Maintainability

The contractor shall perform Maintainability analyses in accordance with the guidance contained in MIL-HDBK-470A. (CDRL B054)
3.5.3 Modeling and Simulation

The Contractor shall use modeling, simulation, and analysis techniques to provide in-depth exercising of MMP Upgrade LDR and XDR protocol software that supports operational scenarios where “many” MMP terminals attempt to contend for satellite payload resources at approximately the same time.  The contractor shall include exercise of corresponding satellite payload terminal protocol software. .

3.5.4 Reuse and Modified Products
The Contractor shall develop, maintain, and continuously update reuse plans and schedules for all reused or modified hardware, software, and firmware products, components, and configuration items. The reuse plan shall also include a discussion of reusable architectures, requirements, designs, source code, data bases, documentation, test suites, and the approach for code coverage.  The Contractor shall include definitions of “reused” and “modified” products (using IEEE/EIA 12207 as a guide) in all categories of hardware, software, and firmware on the MMP Upgrade program.  The reuse plans shall identify program dependencies and the originating sources of the reused and modified products as well as the source providing the reused and modified products to the MMP Upgrade program (if different than the originating source).  The plan shall identify where the reused and modified products are used in the MMP Upgrade design (specifically by CI, CSCI, component, etc) and what functionality is provided by the products (traced to requirements).  Development and delivery schedules for the reused and modified products shall be incorporated into the MMP Upgrade IMS.  The plan shall include the strategy for implementing alternate approaches to reused and modified products if any planned products are not available in time to support MMP Upgrade schedules or technical requirements with schedules for when the alternate strategy would be executed in the IMS.  The Contractor shall also include the cost and schedule impacts of executing the alternate approaches.  The Contractor shall describe their defined and disciplined organizational processes by which all cross program activities associated with reused or modified products are managed (e.g., changes or improvements and schedule synchronization) as well as how they will tailor and implement these processes on the MMP Upgrade program.  Metrics and other measures used to assess and track reuse shall be identified in the reuse plan and included in the metrics program and metrics reports.  The Contractor shall also include a report on current status of all reused and modified products. The reuse plan shall be included in the SEMP, accessible by the Government via the IDE, and reported at every Program Management Review (PMR) as well as Preliminary Design Review (PDR), Design Readiness Review (DRR), and Critical Design Review (CDR).   (CDRL B007 (SEMP))
3.6 Software engineering
3.6.1 Software Development Plan

The Contractor shall develop, implement, manage, update, and maintain a Software Development Plan (SDP) to include establishing and tracking all software builds and all related tasks and activities such as unit code, test, and integration.  The builds and related activities shall be referenced in the IMS.  The SDP shall include descriptions of the TPMs and TPIs used to assess, measure, or demonstrate design progress and maturity as well as compliance to performance requirements at the lowest level of the software tasks tracked in the CWBS.  These measures and indicators shall be included in the metrics program and metrics reports.  The SDP shall identify what software is security critical and why as well as what software is not critical and why.  The SDP shall include a description of and reference to software coding standards as well as any guidance or practices used in the development of high assurance and secure code for MMP Upgrade software.  The SDP shall include a description of the approach to be used in conducting software information assurance and vulnerability analyses, detection, and prevention especially for security critical software and any dead or unused code contained within reused or modified products.  The Contractor shall include an explanation of why dead or unused code is to remain in the product and why it does not present any security risks for each application of reused or modified products.  The Contractor shall also describe how dead code will be removed from any CSCIs or components inside the security verification boundary.  Dead code refers to unreachable, unnecessary, and/or inoperative code that is not required for any purpose.  Unused code refers to operative code used in applications other than MMP Upgrade.  The contractor shall include specific identification of all code with open source origins as well as a description of the code, its specific origin, how it is controlled, how it is tested or analyzed for vulnerabilities, what vulnerabilities have been identified and overcome, and why open source code is not a risk to the program. (CDRL B030 (SDP))
3.6.2 Software Communications Architecture (SCA) Compliance
The Contractor shall provide a design that is compliant with the Software Communications Architecture (SCA).   A Waveform Porting Plan (WPP) describing the porting process shall be included in the SDP.  A Waveform Porting Report (WPR) shall be developed and maintained as part of the design and implementation tracking process.  The WPR shall be available in real time on the IDE.  (CDRL B030 (SDP))
3.7 Hardware Engineering

The Contractor shall develop, implement, manage, update, and maintain a Hardware Development Plan (HDP) to describe and track the status of all hardware design, development, configuration management, and integration activities. The HDP shall include descriptions of the TPMs and TPIs used to assess, measure, or demonstrate design progress and maturity as well as compliance to performance requirements at the lowest level of the hardware tasks tracked in the CWBS.  These measures and indicators shall be included in the metrics program and metrics reports.  (CDRL B035 (HDP))
3.8 Firmware engineering

The Contractor shall develop, implement, manage, update, and maintain a Firmware Development Plan (FDP) to describe and track the status of all firmware design, development, configuration management, and integration activities.  The FDP shall include a description of and reference to coding standards for VHDL, or other development languages, as well as any guidance or practices used in the development of high assurance and secure code for MMP Upgrade firmware.  The FDP shall identify what firmware is security critical and why as well as what firmware is not security critical and why.  The FDP shall include a description of the approach to be used in conducting firmware information assurance and vulnerability analyses, detection, and prevention especially for security critical firmware and any dead or unused code or logic contained within reused or modified products.  The Contractor shall include an explanation of why dead or unused code or logic is to remain in the product and why it does not present any security risks for each application of reused or modified products. The Contractor shall also describe how dead code will be removed from any firmware or logic inside the security verification boundary.  The contractor shall include specific identification of all code with open source origins as well as a description of the code, its specific origin, how it is controlled, how it is tested or analyzed for vulnerabilities, what vulnerabilities have been identified and overcome, and why open source code is not a risk to the program.  (CDRL B036 (FDP))
3.9 LOGISTICS PLANNING

The contractor shall manage a Performance Based Logistics (PBL) program which design and develop the support system for the MMP Upgrade and influences the MMP Upgrade design for supportability and meet all operational effectiveness criteria using MIL-HDBK-502 and MIL-PRF-49506 as a guide for developing the logistics data products.  This support approach shall result in all required support being delivered prior to or concurrently with the delivery of new equipment or prior to the modification of existing items.  

3.9.1 LOGISTICS PERFORMANCE METRICS

The contractor shall define, track and manage Technical Performance Metrics (TPMs) for logistics supportability.  The TPMs shall be linked to the Earned Value Management System (EVMS) where appropriate gap analyses shall be conducted to evaluate cost, schedule, and technical performance variances and develop mitigation strategies.  TPMs shall be used to indicate progress tracking and shall be collected at monthly intervals and electronically accessible to the government for review and comment to assist in identifying risk items.  Logistics performance metrics shall be included in the metrics plan and metrics reports. (CDRL B073 (IMP)
3.9.2 Logistic Support Analyses (LSA)
Perform logistic support analyses to determine system supportability requirements and to quantify the projected life-cycle system costs through 2030. As part of this effort, the contractor shall perform a maintenance analysis to include developing maintenance concepts and maintenance tasks. The LSA shall agree with the Level of Repair Analysis (LORA) and shall be in sufficient detail to support the MMPU through the life of the program. (CDRL B003, Technical Report) 
3.9.2.1 Maintenance

The contractor shall design and implement two levels of maintenance (Organizational and Depot) for maintaining MMPU AEHF equipment.  Maintenance includes all actions required to restore failed items to serviceable condition, and includes both hardware and software repair. The contractor design shall minimize requirements for Preventive Maintenance actions. Specific requirements are:

3.9.2.1.1 Organizational Maintenance

Organizational maintenance consists of system restoration by fault verification and isolation, removal and replacement of Line Replaceable Units (LRUs), and functional checkout consistent with the concepts and procedures in place for the existing MMP legacy equipment.  An LRU is defined as the lowest replaceable unit consistent with current MMP legacy organizational maintenance requirements. The contractor shall maximize Built‑in‑Test (BIT) for fault isolation consistent with MMP Upgrade CTRD. 
3.9.2.1.2 Depot Maintenance

The contractor shall provide a Level of Repair Analysis (LORA).  Hardware and software depot level maintenance capabilities shall be developed for each item determined to be repairable based on the LORA. The Government intends to utilize source data to support organic or CLS depot repair for software and all hardware items.  Depot repair consists of replacement of components that cannot be replaced at the organizational level. Depot hardware maintenance includes diagnostic analysis, using common and Peculiar Support Equipment (PSE), of returned LRUs to isolate faulty Shop Replaceable Units (SRUs), and functional checkout consistent with the concepts and procedures in place for the existing MMP legacy equipment.  Depot software maintenance will be consistent with concepts and procedures for the legacy MMP equipment and include the capability to analyze software deficiencies, load new/modified executable software and crypto algorithms, and test/verify software changes.
3.9.3 Failure Analysis

The contractor shall develop a plan for supporting the Failure Reporting Analysis and Corrective Action System and the Failure Modes Effects and Criticality Analysis (FMECA).  To support these programs, the contractor shall provide failure data and root cause/corrective action analysis. (CDRL B053)

3.9.4 Support Equipment

The contractor shall design and develop support and test equipment (e.g., Peculiar Support Equipment [PSE] or common support equipment), either new or modified, necessary to maintain and repair the MMPU image databases, hardware and software. The new equipment shall minimize requirements for unique support equipment, shall make the maximum use of existing support equipment and shall be consistent with the current maintenance concept.  Support equipment shall be identified via the Support Equipment Recommendation Data (SERD) process and SERD Recommendation List.  (CDRL B068 & B069) 
3.9.5 Technical Data

Technical source data for existing operations and maintenance manuals and SELECT manuals for new equipment and applicable Time Compliance Technical Orders (TCTOs) shall support specified maintenance concepts and required performance parameters.  NSA manuals, to include Communications Security Equipment Systems Development (CSESD), Guidelines for Use and Operation of INFOSEC Equipment, and others as identified by the TSRD, shall be prepared in accordance with the TSRD.  The contractor shall prepare and deliver technical manual source data and perform/support quality reviews as specified in the Technical Manual Contracts Requirements (TMCR).  (CDRL B066, B069)

3.9.6 Supply Support

The contractor shall provide a recommended list of spares for Spares Acquisition Integrated with Production (SAIP) to support the new or modified MMP Upgrade equipment through 2030. The contractor shall provide a Recommended List of Spares and Provisioning Technical Data (PTD) for the MMP Upgrade terminals and Support Equipment. (CDRL B044 (PTD))
3.9.7 Engineering Drawings

The contractor shall prepare drawings for the MMPU AEHF equipment in the format determined at the Logistics Guidance Conference, consistent with IPIC Process E500, and in accordance with the requirements specified in the TSRD.  The development drawings shall provide sufficient design information to enable procurement of standard or approved non-standard parts and materials; permit the fabrication, assembly and test of interchangeable hardware; and support the field test, deployment, and logistics support of new and modified equipment.  All data shall be delivered to the Government with Government Purpose Rights as a minimum. (CDRL B067) 

3.9.8 Item Unique Identification (IUID)
 The contractor shall comply with the requirements of DFAS 252.211.7003, Item Identifier and Valuation for all delivered end items, Line Replaceable Units (LRUs) and spares including Government Property provided for modification.  The contractor shall apply Unique Identification (UID) markings to delivered MMP Upgrade configuration items IAW MIL-STD-130M and guidance at: http://www.iuidtoolkit.com/program_managers/managers6a.php, and shall comply with the criteria of either Construct #1 or Construct #2 as defined in the UID implementation plan and listing. (CDRL B003 (UID Listing))
3.9.9 Government Furnished Property (GFP)

3.9.9.1 GFP Administration

For all matters pertaining to Government Furnished Information/Facilities/Equipment (GFI/F/E), except for GFE repair, refer to the contract attachments.  The contractor shall coordinate all GFI/F/E matters, through the Program Office.

3.9.9.2 GFE/GFP Repair / Work Request

The contractor shall repair, restore and return to serviceable condition Government Furnished Equipment (GFE) and Government Furnished Property (GFP) furnished to the contractor for use under this contract in accordance with equipment baseline documentation. The contractor shall notify the Administrative Contracting Officer (ACO) Government Property Administrator of any GFP failure. The ACO authorizes all repairs. The ACO and Government Quality Assurance Representative inspect damaged GFP upon receipt of the equipment. The Defense Contract Management Agency is authorized to negotiate GFP repairs. The contractor shall notify the MMPU program office of any damaged GFP. The program office, in coordination with the appropriate Item Manager, makes decisions on the scrapping of GFP.

3.9.10 Pre-operational Support 

a.
The contractor shall provide pre-operational support spares, repair parts, technical data and support equipment, as required, to support all Government-led testing.  On-site technical support, to include equipment repair and restoration, shall be available throughout the entire SDD test period.

b.
The contractor shall accomplish repair of failed MMP Upgrade LRUs.

c.
The contractor shall perform hardware repairs on MMPU AEHF LRUs until depot activation.

d.
The contractor shall provide a website or 24/7 support line to receive notification of failed MMPU AEH LRUs.

e.
The contractor shall provide spare LRU replacement, at the MMP Upgrade supply point, within 24 hours of notification of a failure.

3.9.11 Manpower and Personnel

The equipment organizational level operation and repair shall not exceed current skill levels for operations or maintenance personnel.  Equipment shall be designed for operation and maintenance by the same category/skill level as equipment replaced.

3.9.12 Operator/Maintenance Training Source Data
The contractor shall develop source data to enable revision of training classes for instructors, operators and maintenance technicians that operate or perform Organizational level maintenance on the MMP Upgrade equipment. (CDRL B070)

3.10 PRODUCTION PLANNING

3.10.1 Plan & Schedule

Provide a production plan and schedule in the IMP and IMS for delivering MMP Upgrade terminals for installation at 50 Operational, 3 Operational Maintenance Systems, and 7 designated test sites in the production configuration.  (CDRL B004 & B073)
3.10.2 Readiness

Implement a production readiness planning process as well as a manufacturing, producibility, and Diminishing Manufacturing Sources and Material Shortages (DMSMS) engineering process to ensure that the product design is producible using planned manufacturing processes without loss of performance, functionality, or capability demonstrated and tested during SDD. (CDRLB073)
3.10.3 Acceptance Test 
Develop Production and final acceptance test plans, procedures and reports for the 5 SDD systems.  Perform production qualification and final acceptance test to demonstrate that all delivered A and B kits meet all specified requirements and constraints.  Demonstrate the fully functional design’s capabilities with effective qualification test at the conclusion of the installation in the ICBM Weapon System Test.  Test plans shall address methods to ensure the design’s capability to meet all environmental operational and non-operational requirements. (CDRL B039, B040, B041)
3.11 WEAPON SYSTEM INTEGRATION

The contractor Weapon System Integration Integrated Product Team shall:
3.11.1 IPIC and 526th ICBM Systems Wing Coordination

The contractor shall integrate all MMP Upgrade development, integration, and deployment planning activities with other Minuteman Weapon System activities through coordination with the System Integration Planning process, in accordance with IPIC process E236, to ensure integration and coordination of ICBM modification deployment tasks with other IPIC and 526th ICBM Systems Wing activities.  (CDRL B037) 
3.11.2 Modification Kits 
The contractor shall design, develop, and provide MMP Upgrade modification kits required to support initial installations at test facilities in support of prime item and qualification testing.  Equipment shall be deployable without requiring changes to Minuteman Missile Alert Facility (MAF) electrical power or environmental control systems.  The contractor shall provide on-site technical and engineering support to the Government team’s installation of the modification kits and kit proofing at Hill AFB and/or Vandenberg AFB, as well as during the Weapon System Test to demonstrate modification kits meet CTRD requirements, Minuteman Weapon System Specification, and readiness for Operational Test. (CDRL B037)
3.11.3 Analysis and Source Data 
The contractor shall provide analysis and source data to ensure WS hardness requirements are met and maintains the integrity of the ICBM weapon system.  Analysis and source data shall provide sufficient detail for IPIC to develop the Deployment Plan, Weapon System Technical Orders, upgrade of the Minuteman Trainers, and update the Type 1 Training materials for operators and maintainers.  The contractor shall ensure piece part selection complies with Minuteman Weapon System Parts, Materials, and Processes Requirements, IPIC Process D501.    The contractor shall provide source data for Minuteman System Requirements Analysis (SRA) and Hardness Data Manuals (HDM).  (CDRL B002, B031, B033, B037, B042, B045, B052, B057, B058, B069, B080)
3.12 TEST AND EVALUATION

3.12.1 Test Program
The contractor shall develop and conduct a test program incorporating support from contractor and governmental development and operational test organizations.  The proposed test program shall identify testing techniques and procedures permitting an integrated test team approach through contractor testing (CT), Developmental Testing (DT), Weapon System Testing (WST) and Operational Testing (OT).  The contractor’s Test and Evaluation Program Plan (TEPP) shall plan for conducting capability-based scenarios incorporated in requirements verifications and tests at the appropriate level to ensure operationally-relevant contractor testing that reduce deficiencies and demonstrate readiness for Weapon System Test and Operational Test.. Contractor shall integrate operational test objectives and events with developmental test events and objectives and provide for early operational tester involvement in the developing testing program.  The contractor shall verify the MMP Upgrade modification meets performance requirements provided in the CTRD, system specification, collect and analyze test verification data, and provide reports for these verification tests. The TEPP integration testing with the ICBM Weapons System shall include the HAC/RMPE.  The contractor shall host and conduct a Functional Configuration Audit (FCA) and Physical Configuration Audit (PCA) at the conclusion of the test program with the hardware and software configuration items that meet the CTRD requirements and reflect the production configuration baseline. (CDRL B014, B016, B017, B021, B028, B029, B039, B040, B041, B042)
3.12.2 Integrated Test Team 
The contractor shall actively participate as a member of the Integrated Test Team (ITT).  Participate in test planning meetings, chaired by the Government, to integrate the efforts of the contractor developmental testing (DT) with Government Weapon System Testing (WST) and operational testing (OT).  Prepare for, execute and follow-up on all facets of meetings, reviews, and working groups, as tasked.  Work cooperatively with the other program identified Test Agencies, e.g., 576th FLTS, IPIC, and 526th ICBM Systems Wing throughout the program.  Support test program coordination efforts to assist in the development of interoperability test and evaluation criteria, measures and requirements for inclusion into the MMP Upgrade Test and Evaluation Master Plan (TEMP).  The contractor shall invite the Government to witness contractor testing.   
3.12.3 Weapon System Test and Operational Test Support
The contractor shall support Government WST, and OT.  Support to WST shall include on-site technical and engineering analysis.  Support WST and OT shall include depot maintenance and spares.
3.12.4 Deficiency Reporting

During WST and OT execution, the contractor shall assist the ITT in identifying and documenting deficiencies in accordance with Configuration and Data Management Plan and TO 00-35D-54.  The contractor’s DR system will, if appropriate, interface with the government’s DR system, including TO 00-35D-54 compliant processes and methodologies, and portability of data into government information management systems.  The contractor shall perform and deliver Failure Mode Analysis and corrective actions for any deficiencies identified during WST and OT. (CDRL B053)
3.13 CERTIFICATION AND ACCREDITATION
This section describes the work required to support Government certification and accreditation processes.
3.13.1 Nuclear Command and Control - Extremely Sensitive Information (NC2-ESI)
The contractor shall provide source data to facilitate the accreditation process for the MMP Upgrade to obtain Authority to Operate (ATO) from USSTRATCOM for operating on NC2-ESI cleared circuits as described in CJCSI 5119.01B and CJCSI 6811.01A.  (CDRL B071)
3.13.2 Emergency Action Message (EAM) Certification
The contractor shall provide source data to facilitate the accreditation process for the MMP Upgrade to obtain an Emergency Action Message (EAM) Certification, as described in CJCSI 5119.01B from the Director for Operations, Joint Staff (JS) that the MMP Upgrade terminals meet the performance criteria and interoperability requirements for EAM processing described in CJCSI 6811.01A. (CDRL B039, B041, B046B057, B058)
3.13.3 NSA Type 1 Information Assurance (IA) Certification

The contractor shall provide all necessary support, source data, and required to obtain NSA Type 1 IA certification of the MMP Upgrade system’s hardware, firmware, operating system, and application software for compliance with specific UIC criteria and adherence to the system security specification for effective IA controls and functions.  The contractor shall also generate a Security Verification Plan and Procedures (SVPP) Document, approved by NSA, which shall verify all applicable UIC requirements. The contractor shall execute the approved Security Verification Test (SVT) with NSA Evaluators present to witness the testing.  Upon successful completion of SVT, the contractor shall generate a Security Verification Test Report verifying the MMP Upgrade meets all applicable UIC requirements.  MMP Upgrade shall comply with National Security Telecommunications and Information Systems Security Committee Policy (NSTISSP) #11, “National Information Assurance Acquisition Policy, as well as UIC, TSRD, and TRD security requirements.  The Contractor shall analyze and assess NSA-provided MMP Upgrade UIC and provide a TDO, TOC and FSDA tailored to the UIC based on the contractor’s design that meets the NSA certification requirements.  (CDRL B010, B011 (FSDA), B012 (TDO), B013 (TOC), B014, B015, B016, B017, B023, B024, B025, B026)
3.13.4 Defense Information Assurance Certification and Accreditation Process (DIACAP)
The contractor shall provide all necessary support and source data to facilitate and complete the DIACAP certification process for the MMP Upgrade, HAC/RMPE, and Minuteman Procedure Trainers in accordance with DoDI 8510.bb,  DoDD 8500.1, and DoDI 8500.2 for Mission Assurance Category I systems.  Provide support and source data used to facilitate a formal Security Accreditation declaration by the DAA that the system is approved to operate in the required security mode, using the prescribed minimum set of technical and non-technical safeguards, against the defined MMPU threat with stated vulnerabilities and countermeasures, in the operational environment.   (CDRL B071)
4.0 mmp Upgrade PRODUCTION AND FIELDING WORK
This section describes the work required during the Production and Fielding phase to produce, field and support LDR/XDR waveform capabilities, LDR/XDR capable H/W, HAC/RMPE modifications, and Improved Terminal Operator Control integrated into the ICBM Weapon System and tested with on-orbit satellite constellations. Provide Interim Contractor Support for all delivered “A” and “B” kits.  
4.3   PRODUCTION

Produce and deliver “A” and “B” modification kits for system fielding and spares in sufficient quantities to support the fielded system through CY 2030.  
4.3.1 Modification Kits and Spares

The contractor shall produce and deliver the A and B kits and spares that satisfy the users’ performance requirements as described in the MMP Upgrade TRD, UIC, and TSRD as well as all ICBM Weapons System Requirements and meet the production baseline requirements of the system specification, allocated configuration item requirements, design specifications, and other engineering data documenting the MMP Upgrade design and consistent with the IPIC Configuration Management Plan (IPIC E500). Any changes or exceptions to the production configuration baseline established at PCA shall be pre-approved through the Minuteman Weapon System Class 1/Class 2 change process (IPIC Process E232) or through the Waiver/Deviation acceptance process (IPIC Process E213). (CDRL B020 & B032)
4.4 INTERIM CONTRACTOR SUPPORT (ICS)
The contractor shall manage an ICS program which supports the fielded MMP Upgrade systems and maintains the systems operational effectiveness criteria.  Perform maintenance planning efforts consistent with the planning outlined by the MMP Program Management Plan (Appendix P), Prime Document #25861, Dated 18Nov02.
4.4.1 Depot Maintenance

The contractor shall provide Depot level Interim Contractor Support, including spares, repair parts, technical data and support equipment, as required, to support all fielded systems and systems delivered during the SDD phase.  The contractor shall provide a website or 24/7 support line to receive notification of failed MMPU AEH LRUs and provide disposition instructions. The contractor shall provide spare LRU replacement, at the MMP Upgrade organizational level supply point, within 24 hours of notification of a failure. Depot hardware maintenance shall include diagnostic analysis and corrective actions, using common and Peculiar Support Equipment (PSE), of returned LRUs to isolate and repair faulty Shop Replaceable Units (SRUs), and perform a functional checkout.  Depot software maintenance shall include the capability to analyze software deficiencies, load new/modified executable software and crypto algorithms, download crypto algorithms, and test/verify software changes.
4.4.2 Failure Analysis

The contractor shall develop a plan for supporting the Failure Reporting Analysis and Corrective Action System and the FMECA.  To support these programs, the contractor shall provide failure data and root cause/corrective action analysis. (CDRL B053)

4.4.3 Training Materials

 The contractor shall deliver source data (terminal hardware and software design baselines) to support upgrades for the MM Trainers and updates of the Type 1 Training materials. CDRL B070)
4.4.4 Technical Data

Technical source data for existing operations and maintenance manuals and SELECT manuals for new equipment and applicable Time Compliance Technical Orders (TCTOs) shall support specified maintenance concepts and required performance parameters.  NSA manuals, to include Communications Security Equipment Systems Development (CSESD), Guidelines for Use and Operation of INFOSEC Equipment, and others as identified by the TSRD, shall be prepared in accordance with the TSRD.  The contractor shall prepare and deliver technical manual source data and perform/support quality reviews as specified in the Technical Manual Contracts Requirements (TMCR).  For NSA manuals, the contractor shall prepare a technical manual Validation Plan and Validation Report. (CDRL B026, B025B066, B069)

4.4.5 Minuteman Procedural Trainers 

The contractor shall provide the source data updates necessary for the IPIC to design and integrate the upgrade to the existing Minuteman Procedural Trainer (MPT) systems. (CDRL B019)

4.4.6 Supply Support

The contractor shall provide supply support for new or modified MMP Upgrade equipment through 2030.The contractor shall provide a Recommended List of Spares and Provisioning Technical Data (PTD) for the AEHF and Support Equipment. (CDRL B044, and B019)
4.4.7 OSS&E
The Contractor shall conduct the production and fielding efforts in accordance with Air Force Operational Safety, Suitability, and Effectiveness (OSS&E) requirements by establishing and implementing an OSS&E program/process, baselining the characteristics of the MMP Upgrade products and end items and reporting all deviations or degradations in baselined characteristics over the program lifecycle, in accordance with AFPD 63-12 and ESCI 63-1201. 
4.4.7.1 Risk and Opportunity Management Program (ROMP)

The Contractor shall implement a comprehensive, integrated, and continuous Risk and Opportunity Management Program (ROMP) to identify technical and programmatic risks and opportunities related to the certification, integration, production, fielding and operational system testing of the MMP Upgrade.  The ROMP shall be integrated into the Program Management and Systems Engineering processes.  The ROMP shall include all risks, risk mitigation strategies, impact assessments (including the cost burden of the risk and the cost of mitigation), and trigger points that identify when in time the decision to implement a mitigation strategy or alternative approach must be made to avoid adverse impacts to the program. The ROMP shall also include all the steps necessary to manage the risks.  All risks, mitigation strategies, risk reduction activities, and trigger points accounting for all mitigation steps and activities required shall be mapped to the Contract Work Breakdown Structure (CWBS), Integrated Master Schedule (IMS), and the Integrated Master Plan (IMP). All opportunities shall be mapped to the CWBS, IMS, and IMP.  The contractor shall participate in the Weapon System Risk Management Process (IPIC E201). The Contractor shall provide a Risk and Opportunity Management Report (ROMR) that includes all risks, the current status and history of all risks, mitigation strategies, and trigger points for mitigation activities as well as linkage to the CWBS, IMS, and IMP.  The ROMR shall be available in real time on the IDE.
4.4.7.2 Configuration Management

The contractor shall implement a configuration management process and control system that establishes and maintains configuration control of all architectures, designs, CIs, CSCIs, code (software and firmware), and documentation for the MMP Upgrade program and the Minuteman ICBM Weapon System changes consistent with IPIC E500.  Class I Changes to MMP Upgrade baseline after FCA/PCA require Government approvals at the 653 ELSG CCB, IPIC Engineering Change Board (ECB), and 526 ICBM Systems Wing CCB.  Any changes within the information security boundary also require NSA CCB approval.  Changes to the Minuteman Weapon System baseline (includes the legacy MMP and HAC/RMPE) require Government approvals at the IPIC Engineering Change Board (ECB), and 526 ICBM Systems Wing CCB.  The contractor shall flow down these requirements and processes to all subcontractors (including interdivisional activities) and shall document this process in a Configuration Management Plan. (CDRL B018, B019, B020, & B032)
4.4.8 Government Furnished Property (GFP)

4.4.8.1 GFP Administration

For all matters pertaining to Government Furnished Information/Facilities/Equipment (GFI/F/E), except for GFE repair, refer to the contract attachments.  The contractor shall coordinate all GFI/F/E matters, through the Program Office.

4.4.8.2 GFE/GFP Repair / Work Request

The contractor shall repair, restore and return to serviceable condition Government Furnished Equipment (GFE) and Government Furnished Property (GFP) furnished to the contractor for use under this contract in accordance with equipment baseline documentation. The contractor shall notify the Administrative Contracting Officer (ACO) Government Property Administrator of any GFP failure. The ACO authorizes all repairs. The ACO and Government Quality Assurance Representative inspect damaged GFP upon receipt of the equipment. The Defense Contract Management Agency is authorized to negotiate GFP repairs. The contractor shall notify the MMPU program office of any damaged GFP. The program office, in coordination with the appropriate Item Manager, makes decisions on the scrapping of GFP.

4.5 PROGRAM MANAGEMENT
The contractor shall manage and execute the production and fielding program to produce, test, field, and support a MMP Upgrade system that satisfies user performance, functional, and technical requirements.  The contractor shall provide in-depth Government visibility into the program status including visibility with all major subcontractors.  The Contractor shall implement an Integrated Product Team (IPT) organizational structure that includes the Government and that executes processes for coordination and conflict resolution among these groups and subgroups within the IPT structure.
4.5.1 Contract Performance Management Information System 
The Contractor shall develop and maintain a Contract Performance Management Information System for program management as well as system design, development, test, integration, production, certification, fielding, and support activities and events.  Within 30 days after contract option award, the Contractor shall develop and implement an Integrated Digital Environment (IDE)that provides the entire MMP Upgrade team (contractor and Government) with real-time electronic access to all unclassified and For Official Use Only (FOUO) programmatic and technical information used to design, develop, test, produce, integrate, document, and manage the MMP Upgrade.  The Contractor shall maintain this environment for the life of the contract and shall allow access to all Government organizations identified by the Government contracting officer or program manager.  The Contractor shall work with the Government to exchange classified information in the most expeditious manner possible.  The Contractor shall maintain and deliver a Data Accession List (DAL) of all data generated on the MMP Upgrade program except Contract Data Requirements List (CDRL) items and the Government shall have reproduction rights to any items on the DAL.  (CDRL B005 (DAL))
4.5.2 Integrated Master Plan (IMP)

The Contractor shall develop, implement, manage, update, and maintain an IMP.  The IMP shall be an event-based plan used throughout the contract to manage the day-to-day execution of the MMP Upgrade program, periodically assess progress, and determine success in meeting program requirements including all event and milestone entrance and exit criteria.  The IMP shall include narratives that document the total work effort and provide insight into how the offeror will plan and execute the total contracted work effort including any priced options.  The IMP shall describe all events and plans for execution of the program including for any associated contractor and subcontractor activities.  The IMP shall include directly or by reference to other contract plans, the following (CDRL B073 (IMP)):

a) A stakeholder plan that fully describes all organizations involved in the MMP Upgrade program as well as their roles and responsibilities including all certification organizations and authorities as well as the IPIC and 526th ICBM Systems Wing.

b) A communications plan that describes all formal and informal methods of communications with all internal and external stakeholders as well as within and across the IPTs.

c) A staffing plan that identifies the specific staffing needs for the program in all categories of engineering, program management, and support as well as the staffing profile that illustrates when the staffing positions must be filled, the clearance levels required for the positions, the approach to ensure that these positions are appropriately filled with qualified staff in time and in order to support all MMP Upgrade program requirements and schedules, and the tracking of planned versus actual staffing profiles.  Critical staffing positions shall be highlighted and include a description of why they are critical to the program.  Staffing updates and status shall be provided on the IDE and shall be reported at all Program Management Reviews (PMRs) as well as all key events and milestones.
d) A metrics program that defines and tracks all metrics, measures, and indicators collected on this program as well as a description of the insights these metrics will provide, frequency of collection, and how they will be used to manage the program, products, and processes.  The metrics program shall also show how the metrics are traced to the key events and milestones defined in the IMP as well as to the Earned Value Measurement System (EVMS).   

e) Identification of all key events and milestones including accomplishments, entrance, and exit criteria needed to successfully complete each event and milestone.  The narrative for each event and milestone describes the total work effort and tasks necessary to complete the events and milestones as well as the program maturity marked by the initiation and conclusion of these key events and milestones and the significance of the accomplishments in executing the contract.  Key events for the MMP Upgrade program, with specific entrance and exit criteria, are listed in paragraph 5.0 of this SOW.  

4.5.3 Integrated Master Schedule (IMS)

The Contractor shall develop, implement, manage, update, and maintain an IMS.  The IMS shall include detailed tasks and timing of the work effort described in the IMP and CWBS, including schedule for events, tasks, and products from all planning artifacts, and be used as the primary tracking tool for technical and schedule status.  The IMS shall include all peer reviews for hardware, software, or firmware and highlight all planned independent reviews of designs or products.  Each CWBS item shall be directly linked to an IMS entry with appropriate sub-details.  The IMS shall be used as a day-to-day execution tool and to periodically assess progress in meeting program requirements.  The IMS shall be updated to reflect changes in the IMP and changes in the Contractor’s detailed execution activities or schedules.  The IMS shall include the activities of the prime Contractor and all major subcontractors.  All Contractor schedule information delivered to the Government shall originate from the reported IMS.  The Contractor shall perform continuous analyses of the IMS tasks and immediately report potential or existing problem areas and recommend corrective actions to eliminate or reduce schedule impact.  The IMS shall contain activities at the lowest level of tasks managed on the program.  Any activity or schedule management tool or instruments used below the level of the IMS to manage any work activity shall be identified to the Government in the IMP, including a description of their content and use.   (CDRL B004) 
4.5.4 Contract Work Breakdown Structure

The Contractor shall extend the CWBS to the lowest level of tasks managed on the program and provide Government visibility into the CWBS at this level.    The contractor shall use the CWBS as the primary framework for contract planning and budgeting as well as reporting of cost, schedule, technical performance, and risk status to the Government.  The IMP and IMS shall have all planning and scheduling information at a level consistent with the CWBS.

4.5.5 Budget Status

The contractor shall track funds obligated and spent under this contract, forecast billings to the Government, and maintain an estimated budget requirement over the life of this contract. (CDRL B048 (CFSR))
4.5.6 Metrics and Indicators

A metrics program shall be described in the IMP and include production, fielding, and ICS metrics collected as well as their use in management decisions. The IMP may make appropriate references to other plans where the metrics are described and/or collected. The IMP shall include descriptions of the Technical Performance Measures (TPMs), Technical Performance Indicators (TPIs), and leading indicators defined and used to track and manage technical progress and maturity of the MMP Upgrade product.  The TPMs and TPIs shall be identified on the IMS in terms of the time frames in which the values will be demonstrated or measured.  The TPIs shall be developed at the lowest possible levels of the product including Configuration Item (CI), Computer Software Configuration Item (CSCI), Computer Software Component (CSC), or Application Program Interface (API) levels and traced to system and allocated requirements.  These TPIs shall be used to measure or demonstrate specific product or component progress and maturity as the production, fielding, and ICS product evolves.  TPIs shall be analyzed as part of task completion events to determine if all planned functions and requirements were achieved.  In addition, the TPIs shall be linked to the EVMS where appropriate gap analyses shall be conducted to evaluate cost, schedule, and technical performance variances and develop mitigation strategies.  The Contractor shall establish and maintain a metrics program and report f that gives the most current metrics information for IPT meetings, Program Management Reviews and Key Events, as well as electronically accessible to the Government via the IDE.  (CDRL 005 (DAL), B073 (IMP))
4.6 FIELDING SUPPORT
The contractor shall support integration, fielding, and installation effort of the ICBM Prime Integration Contractor (IPIC) of the A and B kits into the Minuteman Weapon System, including support of integration working groups and meetings associated with the Weapon System modification by the IPIC.  The contractor shall participate in field acceptance test for system sell-off to the Air Force User. The contractor shall provide on-site support for IPIC fielding, including retaining care, custody, and control of the modification kits until transferred to the IPIC installer at the final installation location and observation of the IPIC installation.  The contractor shall ensure the LDR and XDR capabilities of the fielded MMP Upgrade terminals during the IPIC fielding both before and after AEHF satellite operational capability.  The contractor shall ensure the fielded terminals demonstrate the installed terminal meets the CTRD requirements during acceptance tests at the conclusion of the installation in the ICBM Weapon System.
5.0 mmp Upgrade KEY EVENT REVIEWS

The following paragraphs identify the key events to be conducted on the MMP Upgrade program.  Agendas for all events shall be provided at least fifteen (15) days in advance of the event unless otherwise noted herein.  The Government will assess the contractor’s progress following these events in accordance with the listed exit criteria, Contract TRD, CDRL, Minuteman Weapon System Specification, Systems Engineering Management Plan, SDP, and ICBM system engineering and configuration control processes:
5.3 Integrated Baseline Review (IBR) Workshop
The Contractor shall plan and host an IBR workshop to establish the IBR plan, review any outstanding technical or program performance issues to be resolved prior to the IBR, validate program risk assessments for completeness and currency, conduct team training, and ensure that the program management and technical processes will be in place on the program when required.   Risks to the conduct of the formal IBR are also identified with resolution strategies developed to ensure timely and complete conduct of the IBR.
Entrance Criteria

A MMP Upgrade Program Integrated Baseline Review (IBR) workshop shall be conducted15 days after submittal of a draft IBR plan with the selection of control accounts, detailed work and tasks, risk assessment and management strategies, summary of technical issues for the IBR performance management baseline, IBR team membership, training schedule, draft IBR agenda, and IBR documentation templates.  All IBR Workshop CDRLs submitted per CDRL B004, B006, B007, B030, B035, & B073B.  
Exit Criteria

Exit criteria for the IBR workshop shall be the complete IBR plan with all elements agreed to by the Contractor and the Government to include:  selection of control accounts, level of detail for documenting work and tasks, risks assessment and management strategies, summary of any technical issues to be resolved in developing the IBR performance management baseline, IBR team membership, training schedule, further preparation or document review by the team prior to the IBR, planned dates and agenda for the IBR, and documentation templates.  Adequate earned value measures in place at the work package level.  CAM notebooks shall be available at the IBR workshop.
5.1 Integrated Baseline Review (IBR) 

The Contractor shall plan for and host the IBR to ensure that the Performance Measurement Baseline (PMB) captures the entire scope of work of the contract, is realistically and accurately scheduled, and has adequate resource with appropriate skill mix assigned to complete all work and contractual requirements on schedule.   The IBR establishes a mutual understanding of the PMB between the Contractor and the Government, evaluates all risks in the program and inherent in the PMB, establishes agreed to plans of action for the risks, and establishes and verifies the management processes that operate during project execution.  The MMP Upgrade Program IBR shall be conducted not later than six (6) months after start of contract performance.
Entrance Criteria

The contractor demonstrates compliance with the following criteria at an IBR Workshop:

· IMP and IMS define and document in planning packages for the entire scope of work required to accomplish the effort under this contract, including vertical and horizontal integration of tasks and functions.  (CDRL B004 & B073)
· IMP and IMS consistent and traceable to the contractor’s accounting system, draft CAM notebooks, and CWBS, as well as contain resource and staffing plans and profiles.

· Contractor’s IBR team membership established and includes representation from all required disciplines.

· The ROMR posted to IDE to establish focus areas for the review.

· TPIs and TPMs posted to IDE
· Subcontractor tasks integrated into network schedule and critical path. 

· Critical path tasks detailed.

Exit Criteria
The MMP Upgrade Program IBR shall be complete when:
· The technical scope of work is fully included and is consistent with authorizing documents.

· Project schedule key milestones and events are identified in the IMP with supporting schedules in the IMS that reflect a logical flow to accomplish the work.

· The IMS contains all work tasks and activities at the lowest level of work managed and consistency with the CWBS and the Contractor’s accounting system.

· Resources (budgets, facilities, personnel, skills, etc.) available and adequate for the assigned tasks.

· Tasks are planned and can be measured objectively relative to the technical progress.

· Rationales underlying the PMB are reasonable.

· TPIs and TPMs provide the necessary periodic insight into product maturity and performance and are linked to the EVMS.

· Management and technical processes, including baseline management, are in place or scheduled to be implemented at appropriate times in the schedule.  Minimum processes established and fully implemented, including program management, program planning and control, subcontract management/supplier sourcing, continuous risk assessment and management, metrics/measurement and analysis, and decision analysis and resolution.
· ROMP in place and fully implemented with a complete, detailed assessment of all program risks and includes risk mitigation strategies as well as trigger points for implementation of risk mitigation strategies.
· The plan for and schedule for periodic estimates at completion is established as well as the criteria to determine that another IBR is required.  
· The IBR review summary and closure plan documents closure of all IBR issues and actions items.
· Review demonstrates that technical work scope can be executed within the available schedule and budget resources.
5.4 Delta System Requirements Review (SRR)

The Contractor shall plan for and host the Delta SRR to ensure complete and consistent understanding of all MMP Upgrade requirements by the Contractor and the Government.  The Delta SRR addresses any requirements changes since the Initial Design and Development (IDD) technical baseline was established.  The Delta SRR also addresses any changes necessary for the preliminary design established during the IDD program.  The Delta SRR identifies any outstanding requirements issues or areas where there is a lack of consistent understanding of requirements, operations, performance characteristics, and functionality of the MMP Upgrade program.    
Entrance Criteria
· The MMP Upgrade Program Delta SRR shall be conducted when a complete updated System Segment Specification (SSS), Software Requirements Specification (SRS) and updated TDO are submitted to the Government but not later than 1(one) month after contract start date.  (CDRL B001, B012, & B027) 

Exit Criteria
The MMP Upgrade Program Delta SRR shall be complete when:

· The requirements data base, including UIC and DIACAP requirements and specifications are updated, complete, and flowed down to all subcontractors.  
· Full bidirectional traceability of all requirements verified.  

· All system functional and non functional requirements reviewed and validated.

· The requirements baseline established, validated, and accepted by the Contractor and the Government.

· The SSS & TDO accepted by the Government. (CDRL B001 & B012)  

· Verification plans, processes, and, cross reference entries complete. 
· Risk and mitigation strategies updated to reflect any issues noted during the Delta SRR.
· Verification of requirements development, analysis, validation, and management processes established and fully implemented.

· Verification of configuration management and configuration control board, including engineering review board, processes established and fully implemented.

· All action plans and closure criteria satisfied with Government concurrence on closure.
5.5 DELTA Preliminary Design Review (PDR) 

The Contractor shall plan for and host the Delta PDR that addresses design changes for any requirements changes since the Initial Design and Development (IDD) for each configuration item (CI) and Computer Software Configuration Item (CSCI) as well as the aggregate of CIs and CSCIs to evaluate: 1) the progress, technical adequacy, and risk resolution (on a technical, cost, and schedule basis) of the selected design and test approaches; 2) compatibility between requirements and the preliminary design; 3) traceability of system requirements as functionally decomposed to the allocated baselines; 4) the degree of definition and technical risks associated with selected development and manufacturing methods/processes; 5) the existence and compatibility of physical and functional internal and external interfaces; and 6) the adequacy of design documentation as well as preliminary versions of operations and support documentation.  PDRs also allow an opportunity for Contractor and Government independent technical experts to assess the preliminary designs of the product and make recommendations to the Contractor and Government Program Managers and Chief Systems Engineers.
Entrance Criteria

The MMP Upgrade Program PDR shall be conducted when:
· IBR completed and PMB established.

· Delta SRR completed, technical baseline established, and all Delta SRR actions closed to the satisfaction of the Government.
· All PDR documentation delivered per CDRL B002, B003, B015, B019, B022, B023, B027, B036, B037, B038, B046, B052, B053, B054, B059, B060, B063, B071, B076, B077, and B078.
· PDR agenda agreed to by both the Contractor and the Government 15 days before the PDR.
· Expectations established for technical product content, quality, and level of completion for each CI and CSCI and agreed to by the Contractor and the Government.
· All preliminary design artifacts peer reviewed and assessed by the Quality function with quality assessments available for review prior to the PDR event.

· Updated risk assessment including status of all mitigation activities.

· Final TDO updated with all previous NSA comments per CDRL B012.
· Tempest Control Plan delivered per CDRL B015.

· Preliminary Human Systems Integration (HSI) design posted to IDE.
· Updated IMS highlighting all detailed design, development, build, and verification tasks to the CI and CSCI build levels.

· Mapping of requirements and functionality to builds complete per CDRL B030.

· Final integration plans from unit to system level complete and under formal configuration management per CDRL B030.

· TPIs posted to IDE that illustrate product maturity and functional performance gains expected across development activities and builds.

Exit Criteria
The PDR shall be complete when:

· The system preliminary design baseline established and complete per CDRL B002 & B027 under formal configuration control.

· All PDR CDRLs complete and accepted per.

· The IMS updated to include all critical path drivers per CDRL B004.

· TDO accepted by the Government per CDRL B012.

· Tempest Control Plan accepted by the Government per CDRL B015. 
· The risk assessment and mitigation strategies updated on IDE.
· Informal and formal development demonstration events and opportunities for independent reviews area established and on the IMS per CDRL B004.

· All technical and management processes in accordance with CMMI Level 3 as well as EIA 632, ISO/IEC 15288, IEEE 1220, IEEE 12207, the MMP Upgrade TSRD, and the IPIC Weapons System processes, established and fully implemented with the exception of production, manufacturing and logistics support processes.

· All critical PDR action items and issues closed to the satisfaction of the Government

5.5  Design Readiness Review (DRR) for Critical Design Review (CDR)

The Contractor shall plan for and host a Design Readiness Review (DRR) to the Critical Design Review (CDR), to assess the level of completion and quality of all designs, products, and documents necessary for the formal review.  The DRR is not intended to be a formal Government review but, rather, a collaborative review conducted more along the lines of a “peer review” or internal design review typically conducted by a development contractor in preparation for the formal events.  The Government provides initial comments to any CDRLs submitted in advance of the formal review to the Contractor for discussion and resolution during the DRR.  The artifacts reviewed during the DRR include the Contractor’s internal detailed design information in the Contractor’s standard format as well as all CDRLs submitted prior to the formal design review.  If available, the team may review the formal design review package as well.  Any items that cannot be resolved by the Contractor and Government IPT members during the DRR will be brought forward to the formal design review for management decisions.  The DRR also presents an opportunity for the Contractor and/or the Government to include independent technical experts to participate in any or all portions of the DRR.  At the conclusion of the DRR, the Contractor and Government IPT members, as well as any independent experts, will make recommendations to their respective Chief Systems Engineers and Program Managers regarding the readiness of the design and all required design artifacts to move forward to the formal design review.

Entrance Criteria

The DRR shall be conducted when:

· No less than 14 days prior to the formal Critical Design Review (CDR).

· All CDR documentation delivered per CDRL B002, B003, B006, B007, B010, B011, B013, B019, B022, B023, B027, B033, B036, B037, B038, B043, B044, B046, B052, B053, B57, B059, B060, B065, B076, B077, and B078.

· Government informally submitted initial comments on the CDR CDRLs.

· Contractor FSDA steps 1-9, and TOC accepted by Government.

· All Contractor analyses completed, including environmental, safety, failure modes, reliability, and maintainability.

· Covert channel analysis delivered.

· Development test plans and preliminary procedures developed.

· Software build plans revalidated.

· All PDR actions and issues are closed to the satisfaction of the Government.

· The risk assessment and mitigation strategies, SEMP, SDP, IMP metrics, and logistics documents been updated and available for review at the start of the DRR.

Exit Criteria

The DRR shall be complete when:

· Contractor and the Government agree on expectations established for technical product content, quality, and level of completion for each CI and CSCI.
· All design artifacts peer reviewed and assessed by the Quality function with quality assessments available for review.

· The risk assessment and mitigation strategies posted to IDE encompasses all items and activities necessary to fully baseline the program and technical risks going forward to development, fabrication, and production of the 5 (five) production representative terminals and ancillary equipment.

· The Contractor and Government DRR team determines that the design and all supporting documentation per DRR entrance criteria show readiness to proceed to the formal CDR.

5.6 Critical Design Review (CDR)

The Contractor shall plan for and host the CDR to assess the system final design captured in the product specifications for each configuration item (CI) and Computer Software Configuration Item (CSCI) as well as the aggregate of CIs and CSCIs to evaluate: 1) the progress, technical adequacy, and risk resolution (on a technical, cost, and schedule basis) of the product detailed designs and test approaches; 2) compatibility between requirements and the final detailed designs; 3) traceability of system requirements as functionally decomposed to the final design baselines; 4) the degree of definition and technical risks associated with selected development and manufacturing methods/processes; 5) the existence and compatibility of physical and functional internal and external interfaces; and 6) the adequacy of final design documentation as well as mature versions of operations and support documentation.  The CDR is conducted prior to fabrication, software coding, and development testing.  CDRs also allow an opportunity for Contractor and Government independent technical experts to assess the final designs of the product and make recommendations to the Contractor and Government Program Managers and Chief Systems Engineers.
Entrance Criteria

The MMP Upgrade Program CDR shall be conducted when:
· DRR complete and CDR agenda accepted by both the Contractor and the Government.
· All CDR documentation delivered per CDRL B002, B003, B006, B007, B010, B011, B013, B019, B022, B023, B027, B033, B036, B037, B038, B043, B044, B046, B052, B053, B57, B059, B060, B065, B076, B077, and B078.
· Government acceptance of Covert channel analysis.
· Final Human Systems Integration (HSI) design posted to the IDE.
· All specifications and design artifacts peer reviewed, assessed by the Quality function,  under formal configuration control and findings posted to IDE.

· Updated risk assessment including status of all mitigation activities posted to IDE.

· Mapping of requirements and functionality to builds is updated and verified per CDRL B030 & B052.

· Final integration plans from unit to system level complete and under formal configuration management per CDRL B030.

· TPIs and up to date metrics posted to IDE illustrate product maturity and functional performance gains expected across fabrication activities and software builds.

· Producibility engineering activities and results posted to IDE.

Exit Criteria
The CDR shall be complete when:

· All CDR documentation requiring a final delivery complete and accepted by the Government per CDRL B011, B013, B033, B043, & B057.

· The system final “build to” design and fabrication baseline established and under full configuration control.

· HIS/HMI final design accepted by the Government per CDRL B033.

· A Material Review Board (MRB) established, all required processes implemented, and full membership participation.

· The risk assessment and mitigation strategies updated and posted to IDE.
· All technical and management processes in accordance with CMMI Level 3 as well as EIA 632, ISO/IEC 15288, IEEE 1220, IEEE 12207, the MMP Upgrade TSRD, and the IPIC Weapons System processes, including production and manufacturing processes as well as logistics support, established and fully implemented.
· Any issues resulting from Government conducted Process In Execution Reviews (PIERs) resolved.
· All CDR action items and issues closed to the satisfaction of the Government

5.7 Test Readiness Reviews (TRR)

The Contractor shall plan for and host a Test Readiness Review (TRR) prior to entering the test program and prior to all formal tests to assess the level of completion and availability of all products, product documentation, test plans, test procedures, test equipment, test instrumentation, simulators, and test beds necessary for test conduct and post test analysis.

Entrance Criteria
The TRR shall be conducted when:

· The configuration of the system under test defined and approved to including interface requirements and a Version Description Documents
· All previous applicable component, subsystem, and system level tests completed to form a basis for proceeding into the planned test.

· Sub-system or system for test sufficiently mature, defined and representative to accomplish test objectives and or support defined program objectives.
· All applicable test plans, test cases, and test procedures delivered and available for participants, including TEMPEST Test Plan, SV Plan and Procedure, and STP per CDRL B011, B014, B016, B026, B028, B031, B032, B034, B039, B040, B042, B055, B072, B074, and B075.  
· All known discrepancies are identified and handled accordance with an approved plan. 
· All required resources including people, facilities, test articles, test instrumentation are identified and coordinated to support the planned tests.
· Roles and responsibilities of all test participants been defined
Exit Criteria
The TRR shall be complete when:
· Test plan(s) and procedure(s) approved by the ITT per CDRL B014, B016, B028, B032, B039, B040, & B042..

· All TRR Requests for Action (RFAs) dispositioned and closed by the ITT.
5.8 Functional Configuration Audit (FCA)

The contractor shall plan for and host two (2) FCA’s during the SDD Work phase. The first FCA shall occur after DT and prior to formal Operational Test. The second FCA shall be a delta FCA performed after changes resulting from DT/OT have been incorporated and regression tested.  If the audits are performed incrementally throughout the system development, then each system-level FCA shall include a review of all open configuration item discrepancies from the previous FCA’s. The contractor shall participate in the Government led FCA.  The contractor shall delineate its FCA plans and schedule in the Configuration Management Plan. 

Entrance Criteria
The FCA shall be conducted when:
· All FCA documentation delivered per CDRL B002, B003, B019, B022, B031, B034, B041, B053, B055, B056, B076, B077, and B078
Exit Criteria

The FCA shall be complete when:
· Successful completion of all required testing, as established by the Government POC, necessary to verify performance per CDRL B002, B003, B019, B022, B031, B034, B041, B053, B055, B056, B076, B077, and B078.

5.9 Physical Configuration Audit (PCA)

The contractor shall plan for and host a two part PCA during the SDD Work phase that meets the requirements of the CTRD for hardware and software.  Both parts of the PCA shall be held after FCA. The contractor shall participate in the Government led PCA.  The contractor shall delineate its PCA plans and schedule in the Configuration Management Plan. The contractor shall plan for and host a PCA with NSA before the TRB for the hardware and software items related to the NSA Type 1 IA Certification.  This NSA PCA shall be held after the first FCA.   The contractor shall plan for and host the second part of PCA for the remainder of the MMP Upgrade items after completion of the NSA portion of PCA and receipt of NSA Type 1 IA Certification(s).
Entrance Criteria

The PCA shall be conducted when: 

· The Contractor Physical Configuration Audit Plan accepted by the Government per CDRL B020
· All PCA documentation delivered per CDRL B018, B019, B026, B031, B032, B034, B036, B053, B055, B056, B058, B062, B066, B072, B074, and B075,
· FCA successfully completed and all action items and issues closed to the satisfaction of the Government,
· Current Prime Mission Equipment available,
· Drawings to document the current Prime Mission Equipment complete and available,
· Software Product Specification and Software Version Description documents complete and available.

Exit Criteria
The PCA shall be complete when:
· All PCA action items and issues closed to the satisfaction of the Government
· A complete technical documentation package delivered and accepted by the Government.
5.10 Production Readiness Review (PRR)

The Contractor shall plan and host a Production Readiness Review (PRR) prior to entering production to ensure that producibility engineering has been completed, all fabrication and production documentation and drawings are complete and under configuration control, all materials are in place or will be received in time to support production, and that manufacturing capabilities exist and are appropriately scheduled.
Entrance Criteria

The PRR shall be conducted when:

· Development, Weapon System, and Operational testing and FCA completed and all actions or issues closed to the satisfaction of the Government
· All essential materials ordered or available to support production.
· All material due dates known and coordinated against the production schedule.
· Specific Manufacturing Facility identified and scheduled.
· Producibility engineering complete and validated against the production baselines.

· Manufacturing Quality System delivered per CDRL B050
· PCA date planned.
· Acceptance test plan and procedure documented and accepted per CDRL B039 and B040.
Exit Criteria

The PRR shall be complete when:

· Manufacturing locations, subcontractors, techniques, schedules, manpower, and special supplier/parts/materials/obsolescence considerations identified and posted to IDE.
· Producibility risks and mitigation plans posted to IDE.
· All product configurations under development and production baseline control.
· Production Quality Assurance plans and procedures include component acceptance detail (Test, Inspection, etc.), rework planning, configuration management, Material Review Board (MRB), and defined production performance metrics posted to IDE.
· All PRR action items and issues closed to the satisfaction of the Government.
5.11 Deployment Readiness Review 

The Contractor shall plan for and host a Deployment Readiness Review prior to deployment/installation in operational facilities to ensure that the product has been tested and integrated successfully as well as ensure that all required support and training is in place. 
Entrance and Exit Criteria

The Deployment Readiness Review shall be conducted and completed when:
· Successful integration and operational testing or the MMP Upgrade terminal and ancillaries as well as the improved terminal operator control, HAC/RMPE modifications, and LDR at the Hill AFB Space and Missile Integration Complex (SMIC) and/or at Vandenberg AFB. 

· Interim Contractor Support (ICS) for depot maintenance in place. 

· One (1) Missile Procedures Trainer (MPT) modified to support operator training for MMP Upgrade terminals at operational LCCs per source documents delivered by CDRL B019.
· Initial spares shipped to first space wing.
· Type I training started for operators and maintainers per source documents delivered by CDRL B023, B024, and B070.
· Technical Orders (T.O.) validated and verified for delivery to space wings per source documents delivered by CDRL B025, and B069.
5.12 Provisioning Conference

The Contractor shall plan for and host a Provisioning Conference to perform a table top review of the recommended spares with the Government Item Manager and appropriate equipment specialists to ensure that provisioning for the fielded products is complete.  

Entrance Criteria

The Provisioning Conference shall be conducted when:

· The Contractor completed and delivered the recommended provisioning/spares list including recommended spares quantities per CDRL B044.

· The Contractor completed and delivered all engineering data for provisioning (drawings, parts lists, etc.) per source documents delivered by CDRL B019
Exit Criteria

The Provisioning Conference shall be complete when:

· Government accepts the Provisioning/Spares List as adequate to support the MMP Upgrade system through 2030 per CDRL B019 and B044.

5.13 Initial Operational Capability ( IOC) Required Assets Available (RAA)

Entrance/Exit Criteria

MMP Upgrade will achieve IOC when:
· 5 MMP Upgrade terminals with improved terminal operator control and LDR installed and operational at 1 space wing, 

· Interim Contractor Support for depot maintenance capability in place and Contractor Logistics Support (CLS) planned, 
· 1 Missile Procedures Trainer (MPT) modified to support operator training of MMP Upgrade terminals at operational LCCs,
· 2 Test terminal(s) at the Hill AFB Space and Missile Integration Complex (SMIC) and/or at Vandenberg AFB installed, 
· Initial spares in place 

· Type I training complete
· Technical Orders (T.O.) complete.
5.14 Full Operational Capability (FOC) RAA
Entrance/Exit Criteria

MMP upgrade will achieve FOC when:
· All ICBM LCCs, test facilities, and trainers installed and operational.  In addition to those assets required for IOC, MMP Upgrade will field operational terminals to 50 LCCs, three Operational Maintenance System (OMS) terminals, two terminals at the Interim Contractor Support depot, and one test terminal at the General Dynamics Integration Test Facility in Needham, MA.; 
· Required spares and maintenance support in place; and 
· Operators and maintainers sufficiently trained.  
6.0 MEETINGS

The contractor shall host and/or support the following meeting:

6.3 Program Management Reviews (PMR): 
PMRs should be conducted at least every three months and may be conducted in conjunction with the other reviews and meetings when practical. PMRs shall be a forum to present and discuss program cost, technical and schedule status/issues. Program risks and mitigation activities shall also be presented as well as an updated Risk Management Plan.

6.4 Technical Interchange Meetings (TIMs): 
TIMs should be held on an as-required basis and may be requested by the contractor or the Government. For planning purposes, TIMs should be held every three months.

Integrated Test Team

6.5 Human Machine Interface Working Groups (HMIWGs): 
HMIWGs shall be held to ensure user involvement in the development of the MMP Upgrade. HMIWGs will be scheduled at times mutually agreeable to both the contractor and the Government.

6.6 AEHF Interface Control Working Group (ICWG): 
The ICWG consists of meetings and teleconferences held bi-monthly. These are scheduled in conjunction with the MILSATCOM System Technical Interface Control Working Group (MSTICWG).

6.7 MILSATCOM System Technical Interface Control Working Group (MSTICWG): 
The MSTICWG convenes every four to six months to discuss AEHF issues.

6.8 Mission Planning Element (MPE) Working Group
 The SI-3145 WG (also known as the SI-3145 Working Group) meets by teleconference weekly to discuss issues related to the MPE interface.

6.9 AEHF Payload-to-Terminal Interface Control Working Group (PTICWG): 
The PTICWG consists of biweekly meetings and teleconferences as a subgroup of the AEHF ICWG.

6.10 AEHF Security Engineering Working Group (ASEWG): 
This working group addresses the following documents: AEHF System UIC, System Security Guides, Key Management System Description, Key Management Plan, Key Tag Format, CAKMS/LAKMS performance and interface documents, Last Mile Concept. The meeting is held quarterly.

6.11 Logistics Guidance Conference
The contractor shall plan for and host this two day conference at the contractor’s facility not later than 120 days after contract award. The conference shall review and agree upon contract logistics and support requirements.  The conference shall include provisioning and training guidance.
6.12 Integrated Logistics Support Management Team (ILSMT)
The contractor shall plan for and host one day MMPU ILMST meetings at approximately 120 day intervals at locations mutually agreed to by the contractor and the Government to discuss logistics and support progress and issues.
6.13 Integrated Test Team (ITT) Meetings:

ITT meetings will be conducted at least every three months and may be conducted in conjunction with the other reviews and meetings when practical. The first meeting will occur within 30 days of the Contract Start Date. The MMP Upgrade ITT is organized per the ITT charter that clearly defines membership, individual member roles and responsibilities.  The ITT meetings shall be a forum to present and discuss program Test and Evaluation issues such as review and revision of the Test and Evaluation Strategy (TES), Test and Evaluation Master Plan (TEMP) and all test plans, cases and procedures as well as other TE technical and schedule status issues. The ITT will review all Test Reports and coordinate with other Integrated Product Teams to ensure the MMP Upgrade meets all requirements and achieves all necessary certifications. The ITT will host the Test Readiness Review Board and Test and Evaluation related program risks and mitigation activities shall also be reported and reviewed as necessary. 

6.14 AFSPC/A3N Operational Control Board (OCB)
HQ AFSPC administers and chairs the OCB. The OCB will convene when called by the chair. The OCB provides oversight for the STRATCOM/OP131, 595 SG and 20 AF/DO change process for HAC/RMPE and MMP legacy terminals including; classifying emergency, urgent and routine changes; establishing a process to collect and track cost and schedule data; notifying the membership of all OCB meetings; and distributing Configuration Control Board (CCB) reports which concern HAC/RMPE.

7.0 CONTRACT Data Requirements

	Data  Item #
	Description
	Comments

	B001
	System Segment Specification
	DI-IPSC-81431A/T

	B002
	System/Subsystem Design Description
	DI-IPSC-81432A

	B003
	Technical Report (Studies)                           

1. Spectrum Authorization and NTIA Compliance                                                          2.  Unique Identification Listing (UID)                                                             3.  Level of Repair Summary 
	DI-MISC-80508A/T

	B004
	Integrated Master Schedule (IMS)
	DI-MGMT-81650

	B005
	Data Accession List (DAL)      

1. Hazardous Materials Identification and Handling Requirements.   

2.  Corrosion Prevention Control Plan  
	DI-CMAN-81453

	B006
	Technical Report:  Hardware Development Plan (HDP)
	 DI-MISC-80508A/T

	B007
	System Engineering Management Plan (SEMP)
	DI-MISC-81024/T

	B008
	Engineering Change Proposal (ECP)
	DI-CMAN-80639C/T

	B009
	Deviations/Waivers
	CMP 00193

	B010
	Covert Channel Analysis
	DI-MISC-81345/see TSRD para 13

	B011
	Fail Safe Design and Analysis Documentation
	DI-MISC-90090A/see TSRD para 15

	B012
	Theory of Design and Operation (Including Anti-Tamper)  
	DI-MISC-81608/T /see TSRD para 11

	B013
	Theory of Compliance Documentation
	DI-MISC-81609/see TSRD para 12

	B014
	Security Verification Plan and Procedures (UIC compliance test)
	DI-QCIC-90021B/see TSRD para 16

	B015
	TEMPEST Control Plan
	DI-MGMT-90005A/see TSRD para 23a

	B016
	TEMPEST Test Plan 
	DI-EMCS-90000A/see TSRD para 23b

	B017
	TEMPEST Test Report
	DI-EMCS-90001A/see TSRD para 23c

	B018
	Configuration Control Documentation
	DI-CMAN-90072/see TSRD para 18

	B019
	Engineering Drawings, Software and Configuration Item Database
	DI-SESS-81000C, DI-IPSC-81441,                      DI-CMAN-90072, Prime-00193 & Prime-22889, IAW MIL-STD-100/see TSRD para 19

	B020
	Physical Configuration Audit Plan and Report
	DI-SESS-81646/see TSRD para 20

	B021
	Security Verification Reports (UIC compliance test)
	DI-QCIC-90022B/see TSRD para 16

	B022
	Key Management Plan 
	DI-MISC-90019B /see TSRD para 14a

	B023
	Interface and Operator’s Guide
	See TSRD Para 25

	B024
	INFOSEC Security Awareness Training
	See TSRD Para 26

	B025
	Maintenance Manuals
	See TSRD Para 27

	B026
	Security Production Assurance to include INFOSEC-Boundary Verification Documentation
	See TSRD Para 28

	B027
	Software Requirements Specification (SRS)
	DI-IPSC-81433A

	B028
	Software Test Plan and Procedures
	DI-IPSC-81438A/see TSRD para 21b

	B029
	Software Test Report
	DI-IPSC-81440A/see TSRD para 21c, 21i

	B030
	Software Development Plan
	DI-IPSC-81427A/see TSRD para 21d

	B031
	Software Product Specification
	DI-IPSC-81441A/see TSRD para 21e

	B032
	FPGA VHDL Documentation 
	See TSRD Para 31

	B033
	Software Design Description
	DI-IPSC-81435A/see TSRD para 21h

	B034
	Software Version Description Document (SVD)
	DI-IPSC-81442A/see TSRD para 21f

	B035
	Technical Report:  Firmware Development Plan (FDP)
	 DI-MISC-80508A/T

	B036
	ICBM Weapon System Specification Change Notice
	CMP PRIME 00193

	B037
	Interface Control Documents (ICDs) 

ICD Scope Sheets 

Interface Revisions (IR)
	DI-CMAN-81248A 

	B038
	Key Specification
	See TSRD Para 14b

	B039
	Test Plans 

Acceptance Test Plan
Qualification Test Plan (Includes NH&S, & EMI/EMC sections) 

Integration/System Test Plan 

Weapon System Test Plan
	DI-NDTI-80566

	B040
	Test Procedures 

Acceptance Test Procedures   
Qualification Test Procedures (Includes NH&S, & EMI/EMC sections)
Integration/System Test Procedures 

Weapon System Test Procedures
	DI-NDTI-80603

	B041
	Test Report 

Qualification Test Report (Includes NH&S, & EMI/EMC sections) 

Integration/System Test Report
Weapon System Test Report 
	DI-NDTI-80809B

	B042
	Installation Test Procedures
	DI-QCIC-80511

	B043
	Nuclear Survivability Assurance Plan
	DI-NUOR-80926

	B044
	Provisioning Technical Documentation
	DI-ILSS-81557/T

	B045
	Site Preparation Requirements and  Installation Plan
Implementation Management Plan; 
Integrated Deployment Plan (Includes Demilitarize/Disposal Planning)
	DI-MGMT-80033/T

	B046
	Reliability Prediction and Documentation of  Supporting Data
	DI-RELI-81497

	B047
	Government Industry Data Exchange Program (GIDEP) Alert/Safe-Alert Report   
	DI-QCIC-80125B

	B048
	Contract Funds Status Report (CFSR)
	DI-MGMT-81468

	B049
	Contract Performance Report (CPR)
	DI-MGMT-81466A/T

	B050
	Manufacturing-Quality System
	ASQC-Q9001, DI-QCIC-81379

	B051
	Not Used
	 

	B052
	System Requirement/Design Constraints Analysis (SRA)---Contractors DOORs database
	 

	B053
	Failure Modes Effects & Criticality Analysis (FMECA) 
	DI-RELI-81315

	B054
	In-Process Accounting Procedures Documentation
	 TSRD para 17

	B055
	Source Code
	 

	B056
	Executable Code
	 

	B057
	NH&S Design Analysis Report (DAR)
	DI-ENVR-80266/T

	B058
	NH&S Hardness Data Manual (HDM) SAC/CEM
	 

	B059
	NEPA/Environmental Analysis (EA)
	 32CFR989

	B060
	Parts, Materials and Processes Plan 
	MIL-STD-965/513

	B061
	Nonstandard Part Approval Requests
	 

	B062
	Program Approved Parts List (PAPL) 
	 

	B063
	Preliminary Hazards Analysis (PHA) (Includes Preliminary Hazards List (PHL))
	MIL-STD-882C, DI-SAFT-80101A

	B064
	System Safety Program Plan (SSPP) (Contractors)
	MIL-STD-882C, DI-SAFT-80101B

	B065
	Safety Assessment Report (SAR)/Safety Compliance Analysis Report (SCAR) w/Safety Hazard Analysis Report (SHAR) & Hazard List (contractors)
	MIL-STD-882C, DI-SAFT-80102A

	B066
	SELECT Manuals and Single Line Drawings
	DI-GDRO-81223, D1-TWSS-80056

	B067
	Not Used
	 

	B068
	Support Equipment Development Documentation
	DI-ALSS-81529

	B069
	Technical Order (TO),

Guidance Conference   

Technical Manual Status and Schedules
Technical Manual CFAE/CFE Notices
Technical Orders (Supplemental Data for Commercial Equipment) 

Technical Manual Contract Requirements, 

Time Compliance Technical Orders
Technical Manual Contract Requirements 35% and 80% IPR Data 

Technical Manual Contract Requirements Val/Ver Data 

Technical Manual Contract Requirements PPR Data
Technical Manual Contract Requirements Final Data
	TM-86-01M

	B070
	Type I Training Source Data
	 

	B071
	DIACAP Certification Package
	 

	B072
	Integrated Circuit Graphics Database
	See TSRD Para 31

	B073
	Integrated Master Plan
	DI-MGMT-80004A/T

	B074
	Computer Aided Chip Development Data
	DI-MCRR-80499A/ See TSRD Para 30b

	B075
	Computer Aided Cell Development Data
	DI-MCRR-80500A See TSRD Para 30c

	B076
	Trusted Facility Manual
	DI-TMSS-81352

	B077
	Security Vulnerability Analysis
	DI-MISC-80841

	B078
	Site Security Procedures
	DI-MCCR-81349
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